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1. introduction

Configuration Management (CM) is the process that is used to control all changeable components (known as “Configuration Items”) that support and enable the Integrated Financial Management Program (IFMP) suite of application programs.  The Configuration Management Plan described in this document establishes roles and functions, defines responsibilities, and delegates authority required to execute the detailed processes that define the CM process.  The basic principles behind the CM Plan are ensured stability and predictability: every employee of NASA will interact directly or indirectly with one or more modules of the IFMP system every working day.  It is therefore crucial that each module of the system (and the system as a whole) operate at all times in accordance with baselined system requirements.  Since changes to the IFMP system are expected to occur continually, the CM process is designed to ensure that all changes are: disciplined, controlled, authorized, tracked and properly released.  Conversely, the CM process prohibits changes to any component of the IFMP system except through the formal change process.

This CM Plan describes the types of changes that will occur in the IFMP system, describes the functions that must take place to control those changes, assigns responsibility for submittal, analysis, integration, approval and release of those changes, and establishes the governing organizations (“Configuration Change Boards”) that will review and approve changes.  No changes to the system will be permitted nor implemented unless the formal process described in this CM Plan is followed to the letter.  The IFMP Integration Project Office (IPO) is the central point of operational authority for the CM process, which is an integral part of the IFMP life cycle support.

1.1 Purpose

The purpose of this document is to define the IFM Program’s governance structure for configuration management and establishing the baselines and control of changes to configurable items (CI) within the IFMP systems.  These procedures are applicable to all CIs employed to support IFMP, including documentation, hardware, and software and system/application configuration.

1.2 Scope

CM is a critical component in all phases of the Program, including Acquisition, Agency Design, Pilot Center Implementation, Agency Rollout, and Operations and Sustaining Support.  The CM processes, organizations, techniques, and tools described in this plan apply to the IFMP system after it enters the Operations and Sustaining Support phase.  The relationship between the CM Plan and other CM documents is shown in Figure 1.
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Figure 1.  CM Plan Related to Other CM Documents

1.3 Principles

The basic principle of the IFM Program is to move NASA’s administrative support functions from their current decentralized environments to an integrated system that is the same from Center to Center.  This system is to be executed with identical commercial systems tools that are disciplined and controlled centrally using accepted NASA business practices.

The basic principle of the IFMP CM Plan is that as changes to system components occur, they are done so only under very strict and regimented controls that are designed to ensure stability, predictability and continued interoperability. 

The CM process is not designed to ensure accuracy of data, correctness of processing algorithms, or system performance.  CM is focused on ensuring that changes to the system are properly attributed, closely tracked to closure, thoroughly analyzed, logically packaged, and carefully integrated into new system baselines.
1.4 Goals
The goals of the CM Plan are to ensure operational stability and predictability of IFMP components and of the end-to-end system.  Since every employee of NASA will potentially interact directly or indirectly with one or more modules of the IFMP system every working day, the system components must perform expected functions correctly and must interact with its user community consistently, regardless of changes to system components.  Since changes to the IFMP system are expected to occur continually, the CM process is designed to ensure that all changes are: disciplined, controlled, authorized, tracked and properly released.  The CM process also assigns unambiguous responsibility for change control at all levels of change complexity.  It establishes responsibility for establishment and maintenance of the Master list of Configuration Items for the IFMP, and it defines and controls each sequential system baseline.  

1.5 Definitions

· Agency Business Process Lead – During project implementation, serves as a member of the Level 3 Configuration Control Board.  After completion of Agency wide rollout, serves as Chair of the Level 3 Configuration Control Board.  Ensures the integrity of the Agency Design and assists the IFMP CC by interpreting new functional and regulatory requirements.

· Approval – a written authorization to make a change to an IFMP system component by a duly authorized Change Board chairperson.

· Approval Authority – a written notification concerning changes to an IFMP component.  Changes can be “approved” or “disapproved”.  If approved, the change can also be scheduled.  

· Baseline – a point-in-time detailed specification of IFMP system components that defines all aspects of a “Release” of the system.  The existence of a baseline implies that all Configuration Items (1) have been formally reviewed and approved by NASA, (2) serve as the basis for further development, and (3) may be changed only through formal CM processes.

· Canceled – An SR is cancelled when either the Configuration Management Officer or the CCB determines that the SR is not a valid request.

· Center Business Process Lead/Submitter  - Center designee, as defined in the OLA, is the only authorized submitter of formal Service Requests within the IFMP CC CM Remedy tool-suite environment.  The only exception relates to HQ/Agency personnel with regulatory or policy type changes who are authorized to submit SRs directly to the IFMP CC CM team.

· Configuration - the functional and physical characteristics of an IFMP system CI (hardware, firmware, software, or a combination thereof). 

· Configuration Audits - formal examinations to determine whether a Configuration Item (CI) conforms to its stated configuration baseline description. 

· Configuration Control Board (CCB) – responsible for reviewing proposed changes to IFMP CIs and approving or disapproving changes to those CIs.  The CCB is a “virtual” organization, with different constituency for proposed changes of differing complexity and system impact.  The CCB will be constituted to ensure that all appropriate interests are fully represented in deliberations of proposed changes.  
· Configuration Control Review Board (CCRB) –responsible for authorizing the releases of approved and tested changes to the IFMP user community, establishing thereby new system baselines.

· Configuration Documentation - the Program/Project-specific technical documentation (drawings, parts lists, specifications, standards, interface control documents/drawings, and documents invoked therein) that specifies the functional and physical characteristics of each IFMP Configuration Item. 
· Configuration Item (CI) – any IFMP system component that can be changed.  A CI may be an aggregation of hardware, firmware and/or software that is treated as a single entity in the CM process. 

· Configuration Item Baseline – a detailed description of the physical characteristics of a CI at a defined point in time. 
· Configuration Management (CM) -- the process that ensures that system components and processes that constitute the IFMP system are defined and that changes to them occur only under stringent formal controls.  Configuration Management (CM) is both a management and a technical discipline that directly and indirectly involves all parties to the system.

· Configuration Management Office (CMO) – an organization in the IFMP Competency Center that establishes and administers the IFMP CM Plan.  The CM team processes Service Requests, analyzes impacts of proposed changes, prepares recommendations for Change Board action, and maintains baseline data.  The CM team is the de facto Executive Secretary of all Configuration Control Boards.

· Configuration Management Officer – a duly appointed Director of the CM team.

· Core Financial Steering Committee - carries out the Level 2 CCB function.
· Documentation – a generic term that refers collectively to models, work products, plans, reports, and specifications that describe the business system being developed or maintained.

· IFMP Steering Council - The IFMP Steering Council for each IFMP module is responsible for approving the scope and direction of the Program.  In addition, the Council will advise, endorse and act as advocates for the changes that will be required by the implementation of new business processes and systems.  The Steering Council will act as the Level 1 Change Board.

· Module Project Manager –  The Module Project Manager chairs Level 3 CCB during Module Project implementation.  The Module Project Manager may choose to designate the Agency Business Process Lead to act on his/her behalf during the Level 3 CCB meetings.

· Release – a logical package of approved and tested changes to the IFMP system.

· Requestor – an authorized originator of a Service Request.

· Service Request (SR) – the process for submitting a change or enhancement to any CI of the IFMP system.  Service requests will be tracked throughout their lifecycle.

· Triage – the process of analyzing Service Requests and categorizing them according to some defined risk or priority schema.

· Version - a documented and controlled logical collection of software.  

· Waiver - a written authorization to implement a change that does not fully meet specified requirements or standards, but is still considered suitable for use "as is."

2. GOVERNANCE

The CM governance model is built on the premise that authority to approve changes to IFMP configurable items (CIs) is strictly reserved to specific levels of the Configuration Control Board (CCB), and the level of approval required is determined by the Category of the proposed Change. The IFMP Competency Center (CC) will categorize each Service Request (SR) as part of the impact process.   The result of this governance model ensures that no changes within the scope of the CCB will be implemented without explicit CCB approval.  However, emergency and special situations may dictate that CCB approval can be obtained retroactively for critical changes that must be implemented for operational continuity.  In these instances, a CCB meeting will be convened to inform the CCB of the effected change.  The IFMP CC has developed explicit detailed operating procedures for emergency and special situations that are documented in the IFMP Competency Center Help Desk Procedures.

2.1 CCB Structure and Authority Levels

As shown in Figure 2, there are three formal levels within the IFMP CCB structure.  The Module Project Manager and/or the Agency Business Process Lead through the Level 3 CCB will disposition category 3 functional changes.  To ensure that consideration is fully given to cross-module implications of a proposed change, each Level 3 CCB Chair is an ex-officio member of all other Level 3 CCB.
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Figure 2.  CCB Structure.

As part of the SR process, the Agency Business Process Lead will be responsible for the disposition of each SR to ensure that the SR is dispositioned at the appropriate CCB level.  The primary factors for determining the appropriate CCB authority level will be the scope of the proposed change, cost of implementation, and impact to IFMP CC release schedules.  Service Requests may be passed to higher levels of CCB for action as a result of lower-level CCB activity that identifies potential conflict or cross-functional implications; however, several types of changes will be initially directed to higher level CCBs if they fall into one of the categories shown below in Figure 3.
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Figure 3.  CCB Authority Levels

2.2 Service Request Categories

Each category of Service Request carries with it a specific level of governance approval.  The IFMP CC will classify all SRs into one of four Service Request categories. Categories 1,2 and 3 will require CCB approval.  Category 4 is established for changes that do not impact the baselined Agency design.  Category 4 SRs require the approval of the Center Business Lead from the Center that has submitted the request and approval of the Agency Business Process Lead to confirm that the SR has no impact on the Agency Design.  The Agency Business Process Lead will also confirm desirability of the change from an Agency functional perspective.

2.3 Level 1 CCB (IFMP Steering Council)

The IFMP Steering Council is responsible for approving the scope, direction, and speed of Program performance. In addition, the Council will advise, endorse, and act as advocates for the changes that will be required by the implementation of new business processes and systems.  The IFMP Steering Council will be chaired by the IFM Program Executive Officer.  The IFMP Steering Council serves as the Level 3 CCB for the IFM Program.  The Level 3 CCB will act upon any SR that impacts overall Program schedules or scope.  In addition, the Level 3 CCB will act upon SRs that affect cross-module functionality if the SR cannot be agreed upon at the appropriate Level 2 CCBs.

2.4 Level 2 CCB (Module Project Steering Committees) 

The Level 2 CCB will act upon SRs that impact the Level IV functional, technical and integration requirements for the Module Project.  The Module Project Steering Committees will serve as the Level 2 CCB for each module and will disposition all Category 2 SRs.  

2.5 Level 3 CCB (Centers and Agency Business Process Leads)

The Level 3 CCB membership will consist of the Agency Business Process Lead and the Center Business Process Lead for each operational Center.  The Level 3 CCB and will be responsible for disposition of all Category 3 SRs.  The Module Project Manager will be responsible for developing a Level 3 CCB charter that names the CCB membership along with roles and responsibilities. The Module Project Manager for each respective IFMP module will chair the Level 3 CCB during the Rollout phase of the Module.  Once rollout is complete at all Centers, that responsibility will shift to the Agency Business Process Lead. 

2.6 Level 4 CCB (IFMP Competency Center)

The IFMP Competency Center (CC) is the process controller for the entire CM process.  In addition, members of the IFMP CC will serve as the Level 4 CCB.  The CM Officer functions as the de facto Executive Secretary of all Configuration Control Boards, and is the gatekeeper and record keeper for the CM process.  The CM Officer or his designee will route Category 4 SRs to appropriate Level 4 CCB members to address proposed changes, will analyze the impact of each Service Request, will consult with the Agency Business Process Lead to categorize it for appropriate levels of CCB action, and will assign approved changes for execution.   The IFMP CC will maintain the baseline and will track all Service Requests to closure, providing status to the originator of the change.

The IFMP CC is responsible for establishing, maintaining, and facilitating the CM process within the IFM Program and for ensuring that associated configuration audits are conducted regularly on all IFMP baselines.  The CM Officer will recommend improvements to the CM process based on the results of CM audits.

It should be clearly noted that the memberships of the several levels of CCB intersect heavily, although the authority of each level is different.  The common control element throughout the process is the IFMP CC, which is responsible for documenting CCB actions, including instances where escalation is required in order to resolve conflict or discrepancies.  The IFMP CC is responsible to the originator of the SR to maintain and provide status of the change action, including disposition by the respective levels of CCB approval, execution of the approved change, scheduled and actual deployment and establishment of new baselines.

3. Configuration Management LIFECYCLE

The IFMP CM Process is described schematically in Figure 4 and Figure 5 below.  Figure 4 describes the “Input” segment of the CM process flow – the activities that precede the submission of a Service Request to a CCB.
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Figure 4.  Configuration Management Schematic (Input Side)
3.1 Sources of Change
3.1.1 User Requests

By far, this category of change is the most pervasive.  It also is the most complex, since the user community for each IFMP module is significantly different.  User requests for change originate with individual users; however, they must be reviewed by the Center Business Process Lead to ensure that the proposed change meets Agency functionality and does not generate Intra-Center conflicts. 

Each Center shall assign several roles, which play an integral part in the CM Process. The “Center Business System Coordinator” for each IFMP module functions as the Center’s focal point for operational support to the business function supported by the respective IFMP module. The Center Business Process Lead serves as the primary interface to IFMP CC Application Functional Support Experts and is the only authorized submitter of SRs to the IFMP Configuration Management Team. They also consolidate the Service Requests (SRs) at their respective Center.  The essential operational premise of this aspect of the CM process is that each Center’s Business Process Lead must validate proposed process changes to application functionality before the proposed change is submitted to the IFMP CC. 

3.1.2 IT Infrastructure

“Infrastructure” includes all systems components on which the IFMP system operates: clients, servers, storage devices, LANs, WANs, Control Centers, the software that supports their operation and the procedures that describe operational processes.  These sources of potential change are also very complex, since there are multiple “owners” of infrastructure components that support the IFMP.  IFMP directly owns and controls some of the infrastructure components, most notably the data servers and storage systems.  Each Center or Agency infrastructure service provider is responsible for the management of their respective IFMP related IT infrastructure components and platforms. 

The essential operating premise of this aspect of IFMP CM is that potentially any change to hardware, software or operating procedures that is initiated by any of the “owners” of the components can adversely affect the operating functionality of multiple IFMP modules.  Therefore, end-to-end infrastructure changes must be tightly coordinated with the IFMP CC. To that end, the IFMP CC will establish Operational Level Agreements (OLAs) with each Center and Agency IT infrastructure service provider detailing roles and responsibilities along with the services required to deliver timely and reliable performance to the IFMP end-users.

3.2 IFMP CC Configuration Management Team Functions

The IFMP CC responds to Consolidated Service Requests for any of the several categories of potential change described above, and manages and controls those proposed changes to positive closure (either implementation or rejection).  The process is described in Figure 4 above and in Figure 5 below.
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Figure 5.  Configuration Management Schematic (Output Side)
The IFMP CC will act as the de facto Executive Secretary of the Configuration Control Board (CCB).  Detailed CM operating procedures are documented in the Core Financial Configuration Management Standard Operating Procedures.  The general functions of the CM Team are:

· Record, acknowledge, log and track each SR

· Review, categorize and prioritize each SR

· Recycle SR with originator if incomplete or inadequately coordinated

· Coordinate analysis of SRs for functional impact, timing, resource requirements, intersection with other SRs, training requirements, cross-module implications, etc.

· Prepare business case and recommended disposition of SR

· Distribute SR and Recommendation to appropriate level of CCB for review and approval

· Facilitate CCB decision processes

· Record CCB dispositions in CM Quality Record System

· Assign approved SRs to appropriate organization for execution and track action to completion

· Receive finished Change Action and package into logical and physical “Releases”

· Coordinate the deployment of approved Releases to user community

· Maintain and provide status of changes in process to originator and to IFMP management

· Update new IFMP baseline(s) to incorporate most current Releases

· Audit CIs to ensure continuing conformance to established baselines 

· Maintain all Quality Records associated with the CM process

The IFMP CC thus functions as the gatekeeper for IFMP systems changes of all types.  In carrying out its responsibility to categorize proposed changes, the CMO exercises considerable discretion and power, because the choice of Change Category determines the membership and chairmanship of the CCB that is required to approve the change.   As the de facto Executive Secretary of the CCB, the CMO assembles the Board members virtually to address proposed changes, supported by impact analyses and cost benefit analyses that have been prepared by the CMO.   As a general principle, change decisions will be made at the lowest appropriate level in the IFMP organization.  It is therefore essential that the CMO receive, whenever possible consolidated Service Requests that have already been pre-processed to ensure that they represent consensus and uniformity across the system.

As noted in Figure 4 above, the CMO also exercises considerable discretion and influence in how it packages changes into logical Releases and presents recommendations to the Configuration Control Review Board for approval.   Timing and conjunction of changes into logical Releases is a highly complex process that requires coordination between all sources of change and the entire IFMP user community.   It also requires advance training of both users and Competency Center staff. 

3.3 Configuration Items

The Core Financials software configuration items are documented in the CI List for Core Financial.

3.4 Configuration Management Processes 

The CM process demands centralized control over CIs throughout the complete life cycle of the system.  To that end, the Configuration Management Officer in the IFMP CC will utilize CM processes and tools to assist in the day-to-day management of change.  The most significant of those processes are documented in the  Core Financial Configuration Management Standard Operating Procedures.
4. Tool Support

4.1 Configuration Management Tool

The selected software solution to be used for configuration management is Rational ClearCase(.  The configuration management tool will be available from the onset of the project. ClearCase( is a version control and configuration management system, designed for development teams. It manages multiple variants of evolving software systems, tracks which versions were used in software builds, performs builds of individual programs or entire releases according to user-defined version specifications, and enforces site-specific development policies. 

4.2 Service Request Management Tool

The selected software solution to be used to manage defects and SRs for CIs is Remedy(. The system provides for management of every type of SR activity associated with changes to CIs.

5. Acronyms

BF
Budget Formulation

CC
Competency Center

CCB
Configuration Control Board

CCRB 
Configuration Control Review Board

CF
Core Financial

CI
Configuration Item

CM
Configuration Management

CM TEAM
Configuration Management Team

COTS
Commercial-Off-The-Shelf

CRM
Customer Relationship Management

ERP
Enterprise Resource Planning

HR
Human Resources

IAM
Integrated Asset Management

IFMP
Integrated Financial Management Program

IPO
Integration Project Office

PROC
Procurement

QA
Quality Assurance

RM
Resume Manager

SR
Service Request

TM
Travel Manager
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