
[image: image1.png]PROGRAM




National Aeronautics and Space Administration (NASA)

Integrated Financial Management Program (IFMP)
IFMP Training Environments
(SAP- Core Financial, Business Warehouse and Travel Manager)

January 30, 2004
DOCUMENT HISTORY LOG

	Status (Baseline / Revision / Canceled)
	Document Version
	Effective Date
	Description of Change

	Baseline 
	1.0
	January 30, 2004
	Baseline Release

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


DOCUMENT ACCEPTANCE

	Accepted By:

	Integrated Financial Management Program 

	IFMP Representative Name:  bernadette Buzzell

	IFMP Representative Title:  Competency Center Change Management Lead

	Date: January 30, 2004

	Signature: 

Signature information on file


Table of Contents

41.
Introduction


41.1
Purpose


41.2
Periodic Reviews


41.3
Reference Documents


52.
Process for Maintaining This Document


52.1
Responsibility


52.2
Distribution


53.
Core Financial (CF)


53.1
CF Technical Environment


63.2
Roles and Responsibilities


73.3
CF User Access


83.4
CF Data Refresh Schedule


83.5
Summary of TR1 Cautions


94.
Business Warehouse (BW)


94.1
BW Technical Environment


94.2
BW User Access


94.3
BW Refresh Schedule


105.
Travel Manager (TM)


105.1
TM Training Database Technical Environment


105.2
Roles and Responsibilities


115.3
TM User Access


115.3.1
During Training


115.4
TM Data Refresh Schedule




1. Introduction

1.1 Purpose

The purpose of this document is to define the IFMP Training environments, provide guidelines for management, and best practices for usage for Core Financials (CF), Business Warehouse (BW), and Travel Manager (TM).  This includes the technical environment, user access parameters, data refresh schedules, and data, as well as, the processes and procedures related to the training database usage, approvals, and requesting of changes to the databases.  

The IFMP Competency Center (IFMP CC) with support from IFMP Program Office (IFMP PO), Agency Business Process Team, and the NASA Centers, is responsible to support the sustainment of operational learning by:

· Learning material hosting and management

· Learning needs analysis and identification processes

· Learning material creation capabilities and processes
· Ongoing learning material maintenance

In order to meet these responsibilities, the IFMP CC will maintain the technical environment to support the five major types of training: New Hire/New User, Refresher, Advanced, New Release/Upgrade, and Ad Hoc.  This document defines the technical environment to support this training.  The post implementation learning approach that is used for the IFMP Core Financial applications is documented in the IFM Core Financial Post Implementation Learning Approach document which can be obtained from the Competency Center Change Management Team.
1.2 Periodic Reviews

This document will be reviewed periodically by the IFMP CC as follows:

	Frequency of review
	Date of first review

	Annually
	January 2005


1.3 Reference Documents

Supporting documentation referenced within this document:
	Title
	Source

	Core Financial Post Implementation Learning Approach
	Available from the Competency Center Change Management Team

	IFMP Configuration Management Plan
	http://ifmp.msfc.nasa.gov/documents/CMPlan.doc


2. Process for Maintaining This Document
This document will be placed under Configuration Management control and changes will be managed in accordance with the IFMP Configuration Management Plan.  The Configuration Management Plan document is located at http://ifmp.msfc.nasa.gov/documents/CMPlan.doc. 

2.1 Responsibility

The IFMP Competency Center (IFMP CC) is responsible for:
· Collecting suggestions for updates 

· Preparing a draft of the revisions while highlighting significant changes

· Ensuring that all changes are approved by Centers and IFMP CC 

· Maintaining an archive with current and past versions in accordance with the IFMP Configuration Management Plan

2.2 Distribution

Access to the current version of this document by the Agency/Center IFMP Customer Board or Steering Committee and other interested parties will be enabled via the Integration Project Office website located at http://ipo.ifmp.nasa.gov.  The Agency/Center Customer Board or Steering Committee will be notified when revisions to the document are completed and posted.

3. Core Financial (CF) 

CF includes standard general ledger, accounts receivable, accounts payable, budget execution, purchasing and cost management.  The application is SAP 4.6c IS-PS (Industry Solution – Public Sector).  The Core Financial module provides the backbone of the IFM Program system concept.

The CF landscape is comprised of several SAP instances. These are:  development (D01 100, D01 120), test clients (T01 600, S01 600, etc.), a production client (P01 600), a production support client (S03 600) and a training client (TR1 600).  The training client (TR1) is a copy of the production client (P01), updated periodically (see Section 3.4).

3.1 CF Technical Environment

· The CF training database resides on SAP client TR1 600

· The database is a copy of SAP production data

· Access to TR1 requires the SAP GUI containing the appropriate TR1 network path
· Standard SAP printers will be activated only in Center designated training areas. 

· The training client will utilize the developer or training initialization (.ini) file
· There is no Web access to this client

· Business Warehouse is not part of this environment

· Interfaces, External Workflow to Outlook Email and FAX are disabled

3.2 Roles and Responsibilities

Table 1 contains the roles and responsibilities for the training development environment.

Table 1

	Competency Center
	· Migrate copy of production (code, configuration, data, etc.), per refresh schedule, into the training environment

· Set up and maintain hardware and software in the training delivery environment

· Maintain training materials per Agency design

· Provide updates in a timely manner when changes to production impact training for hardware, software and training materials (i.e. new/changed process, etc.)

· Add special roles per Center request, Agency identification and/or Competency Center needs



	Center Security Admin
	· Lock/Unlock users based on Center training schedule

· Maintain user access and role assignments

	Center IT POC
	· Provide SAP GUI with TR1 600 access path on designated desktops

	Center BPL
	· Coordinate Center training events with respective Center Training resources and Competency Center



	Center Super Users and Competency Center Functional Leads
	· Provide expert business process input for training materials

· Evaluate training data, confirm appropriateness of data that will be used in training activities.  

· Working with their Center Training resources, provide training events involving their respective subprocess.  Additional special roles may be temporarily added to the trainers by the Center Security Administrator to support creation of special test data, etc. to be used within a specific training event.  In the event it is a special role and cannot be assigned by the Center, the Center Security Administrator will notify the Competency Center Security Team via email for the assignment, noting name of Center approver, such as the Center BPL or Training resource.




3.3 CF User Access

Center Security Administrators control CF account administration (i.e. password resets, role changes, etc.) as they do for production.  Access to data in TR1 is limited based on the user’s role in production (P01).  As this is a copy of production data, security roles can be expanded beyond what is in production for any user, but approvals should be obtained from Center management and the appropriate Center User community impacted.  Additionally, any roles that are expanded will be reset to match roles in production at the time of a refresh.
Access to TR1 should be limited to formal training rooms or designated areas away from users desktop in order to limit the potential situation where a user thinks he is in production, but is actually in the training client or vice versa as user Ids will be the same in both environments.

All normal printers will be activated in Center designated training areas.  Only printers in Center designated training areas will be activated for use with the training client.   This will avoid confusion on reports, not knowing if data is out of production versus training.

If Centers wish to add new or additional printers for the training environment, users should use the current System Request (SR) process and reference the training client.
User Ids are copied from production with the same security status (i.e. if Ids are locked in P01, they will be locked in TR1).  This option requires strict control on the distribution of the GUI interfaces (.ini file) to prevent mistaken or accidental use of TR1 data instead of production data.  

If Center security requirements limit the number of users in the TR1 environment, Center Security Administrators will work with the Competency Center Security team to run pre-built scripts to conduct a mass lock out of Center users and subsequently unlock selected users.
3.4 CF Data Refresh Schedule

The CF training client will be refreshed on a monthly basis on the first business day of the month following a monthly close.  Monthly closes are scheduled for the second business day of the month, so unless an unusual close occurs, the training client will be refreshed on the third business day of the month.  This refresh will consist of the latest configuration, ABAP code changes, data and User Ids/passwords.  Training events should be scheduled around this refresh to avoid losing data, advanced user roles, etc.  Training events should be complete prior to a scheduled refresh.

If a new user is added to production subsequent to the refresh and requires access to TR1, it is the Center Security Administrator’s responsibility to add the user to the training client, if appropriate.

TR1 will be refreshed every month on the day after the monthly closing date, usually the third business day of the month.  On the day that TR1 is refreshed, all user Ids will be locked in TR1 for the entire day.  Though users will be locked from TR1, they will be able to access Production (P01) as normal.  Please also note that with this overlay whatever is in TR1, refreshing data, programs, configuration and user Ids/passwords – any changes made to TR1 since the last refresh will be overwritten with current production data.

The refresh schedule is controlled by mutual agreement between the CBPLs and the Competency Center.  Any changes from the normal schedule are to be presented at the weekly telecom held between all Centers and the Competency Center.

3.5 Summary of TR1 Cautions

· The training database, TR1, is a copy of the previous month’s SAP production data.  To a user both TR1 and Production (P01) look identical.
· Access to TR1 should be limited to formal training rooms or designated areas away from users desktop to minimize the risk of confusing training data with production data.

· Only printers in Center designated training areas will be activated for use of the training client, TR1.

· Reports printed from TR1 look no different than reports printed in P01.

· On the day that TR1 is refreshed, all TR1 user Ids will be locked for the entire day.  

· If training is scheduled across a refresh day, any role changes or data changes will be lost in TR1 and converted to match P01.

· TR1 users will use the same Ids as in the P01 Production environment.  Passwords will be the same as the one used in Production prior to the latest refresh.

4. Business Warehouse (BW)

BW is a data warehouse that is updated nightly from the production environment of SAP CF.  It is a reporting tool allowing various views of project and program data in concise reports. 

4.1 BW Technical Environment

· BW does not have a separate training system, all training is done directly in the production BW environment.

· BW is updated nightly from the production environment of SAP CF, Sunday through Thursday.

4.2 BW User Access

· Center Security Administrators control account administration (i.e. password resets, role changes, etc.) for BW.

· BW is accessed via the Web at: https://bwprod01.ifmp.nasa.gov
4.3 BW Refresh Schedule

BW is updated with delta loads from the SAP CF production environment every evening Sunday through Thursday.

5. Travel Manager (TM)
Travel Manager is NASA's automated travel authorization and voucher system.  The core of this system is a commercial off-the-shelf software package used to automate the travel process.
5.1 TM Training Database Technical Environment

· TM training is available at: https://ifmptrvl.ifmp.nasa.gov/training
· TM administrators must use the TM GUI to complete their training

· TM users need only TM Web access for training

· Interfaces and automated email notification available in the production system are not available in the training system

5.2 Roles and Responsibilities

	Competency Center
	· Maintain copy of the training database with non-production data to include backups and refresh on a regular schedule

· Set up and maintain hardware and software in the training delivery environment

· Make Gelco and Agency configuration changes to the training database

	Center Travel Admin
	· Maintain training database user access and role assignments (user Ids and passwords)

· Maintain center-specific document templates in the training database

· Lock/Unlock users based on Center training schedule

· Works with the Center BPL to coordinate training activities

· Responsible to coordinate with the Competency Center when changes to the database are required

	Center IT POC
	· Provide access to the Travel Manager training database via the TM URL or CITRIX GUI

	Center TM BPL
	· Coordinate with Center Travel Administrators, Center Training Resources and Competency Center personnel for training events

· Provide expert business process input for training materials

· Evaluate training data, confirm appropriateness of data that will be used in training activities


5.3 TM User Access

Centers control training account administration (i.e. password resets, etc.).  For accurate training, user permission levels should be the same in both the training and production systems.  A Users’ permission level should not to be expanded without additional approvals from Center management.

Users will be unlocked based on training events they are involved in and access to the Travel Manager Training database will be provided.  (note: Ids and password are not the same as used for production).

5.3.1 During Training

Users should follow the Center developed TM training exercises when using the TM training system.  These Center specific exercises are designed for each Center’s unique user requirements, based on their assigned role.  Permission levels are granted through the user Id and password used to access the TM training system.  Training user Ids and passwords are controlled and maintained by the Center Travel Administrator.

5.4 TM Data Refresh Schedule

TM data is refreshed on the following schedule.  For IFMP CC assistance or to make any out-of-cycle changes, a Service Request (SR) must be submitted.
	What portion of the TM Training Environment is affected?
	Who is responsible for making the change?
	When is it done?

	TM training data (created by Agency, modified by Centers to fit their particular functional business processes)
	IFMP CC – Agency level changes

Center Administrators – Center-level changes
	Daily.

The TM training database is refreshed nightly.

	TM Agency training configuration (identical to the production environment )
	IFMP CC
	As needed.

Refreshed as necessary.

	User Ids and passwords, user permission levels, Center-specific document templates.
	Center
	As needed.
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� In the TR1 client, the Centers will have the capability to expand security roles to allow for special roles (i.e. allowing both procurement and budget t-codes for the same user). Such role expansion is a violation of the separation of duties policy in the production client (P01).  
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