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1. Purpose 

Configuration Management (CM) provides the process which ensures program objectives and priorities related to the Integrated Financial Management (IFM) Program are managed, controlled and implemented properly, particularly in light of design and supportability factors, interface requirements with other systems, and dependency on existing and future infrastructures at individual sites. Configuration Management establishes the discipline for the systematic application of technical and administrative direction and surveillance to accomplish identification and documentation of functional and physical characteristics of components, equipment, computer software, program documentation, and the development of baselines. 

Configuration Management provides a disciplined approach in controlling changes to the characteristics, and assisting in determining the effects on the system if proposed changes are approved and implemented. CM applies to all Formulation, Agency Design, Pilot Implementation, and Center Rollout phases and is applicable to all government or contractor organizations associated with the IFM Program. This framework provides guidance and methodology by which CM practices and procedures will be consistently and uniformly applied throughout IFM Program life cycle. CM is established as an integral part of IFM Program acquisition and life cycle support.

This framework documents an initial set of guidelines that will be utilized in developing the Program’s Configuration Management Plan. The IFM Integration Project will develop a Configuration Management Plan for the IFM Program that will be approved by the Program Director.  The Configuration Management Plan will document the detailed processes and tools to be utilized by each module project in the development and maintenance of its configuration items. Configuration Items for IFMP are listed in Section XXX of the Configurations Management Plan. 
2. Drivers

NASA will pursue a modular and incremental re-engineering of business processes and implementation of COTS software prioritized by contribution to agency goals, Center needs, design and implementation complexity, data dependencies, and available budget.

NASA will seek “best of breed” or “best of suite” solutions in thirteen potential functional areas.  While this approach provides significant benefits through targeted acquisition of specific, proven business solutions, it also dictates a well-planned, configuration management activity.  Based on this approach the IFMP Configuration Management strategy will:

· Establish procedures and controls to assure that system integrity is always maintained, that all required functions are satisfied, and, that changes are necessary, cost-effective, functionally tested, and correctly implemented.

· Provide accountability and traceability for all changes to the system as an aid to fiscal responsibility and an incentive to assure systems function properly and that no adverse effects are incurred.

· Provide real-time control of all changes in process, and regular audits of progress and products to assure system integrity.

· Provide a set of baselines for each Module Project at a level of detail that permits changes in requirements to be implemented smoothly, reliably, and economically with a high degree of success.

· Ensure that project teams are always working with and referring to current versions of project components.

· Establish clear ownership and accountability.

3. principles 

Management of configuration items is governed by a set of underlying principles that include:

· Establish a single repository of information for all the IFMP hardware, software, and documentation at the functional, physical and product level of detail.

· Utilize common software tools.

· Standard CM process that is implemented consistently from project to project and is administered from a central location.

4. Roles and responsibilities

The IFM Program will establish Program Level and Module Project Level Change Control Boards (CCBs) that will have responsibility for policy, coordination and implementation of the IFMP Configuration Management Plan and the operation of the CCB. Each CCB will have responsibility for coordinating the configuration of the IFM Module Project and its Configuration Items (CIs) within the project and with other NASA organizations. The CCB will be responsible for ensuring that the appropriate entities perform impact assessments to proposed changes. The CCB will be established to review all proposed changes to baselined CIs.

For a detailed description of CCB membership and their CM roles and responsibilities refer the IFM Program Configuration Management Plan. A specific discussion of IFM requirements baseline and issue authority can be found in the Requirements Management Framework. In addition, Table 1 and Table 2 of the Requirements Management Framework provide quick references to the roles of various entities in configuration management of requirements.

A high level discussion on IFM Program entities and their CM roles follows.

4.1 IFMP Program Director

The IFM Program Director provides direction and exercises control over budget, schedules, procurement, and overall program management. The IFM Program Director will ensure that the top-level requirements are converted into implementation requirements and are maintained under configuration management. 

4.2 IFMP Steering Council

The IFMP Steering Council is responsible for approving the scope, direction, and speed of Program performance. In addition, the Council will advise, endorse, and act as advocates for the changes that will be required by the implementation of new business processes and systems. 

4.3 Functional Process Owner

The Functional Process Owner or designee is the chairperson of their respective Module Project CCB.  As the chairperson, the Functional Process Owner is responsible for managing the CM process for their Module Project and leading the Module Project CCB meetings. 

4.4 Agency Process Teams

The governing role of the Agency Process Teams is to develop standard Agency-level business processes and develop requirements specific to each functional module. Agency Process Teams will be established by, and act as agents of, the Functional Process Owner for each Module Project. Agency Process Teams will serve as the subject matter experts in the functional area to support the Module Project CCB in impact analysis. 

4.5 Module Projects

Module Projects have the responsibility to lead the implementation of each functional module within the IFM Program.  Beginning with the formulation phase of the project, the Module Project will ensure that the CM process is followed. Each Module Project will be responsible for establishing a CCB Charter as an appendix to the Program Configuration Management Plan. 

4.6 Project Steering Committee

During Project Initiation, a Project Steering Committee will be established for each Module Project and will be comprised of the Functional Process Owner, the Pilot Center CIO, and Center Functional Owners.  The governing role of the Project Steering Committee will be to ensure that the functional area objectives (functional drivers) are met and that cross-Center commitments to Project implementation are achieved

4.7 Integration Project 

The Integration Project will provide the Program with a configuration management infrastructure that will include a consistent CM process, a standard set of CM tools, and support in the execution of the CM process. 

The Integration Project will ensure that the individual software modules work together and collectively satisfy the Agency Business Drivers.  The Integration Project will also be responsible for maintaining the Agency Business Architecture and Applications Architecture, and designing and implementing the Technology Architecture that supports the modules. 

The Integration Project is responsible for ensuring that each module operates within the defined concept of operations and technical architecture established for the IFM Program and that each module is integrated/interfaced with other modules, applicable legacy systems, and external systems to the extent possible. 

The Integration Project will work with the Module Project in the configuration identification activity to ensure that all program management disciplines have common reference points to item nomenclature, and configuration documentation numbering and release practices. 

The Integration Project will provide impact assessments to all Change Requests to baselined CIs in order to identify cross-functional issues and facilitate resolution. All Change Requests that are identified as potential integration issues will be forwarded as CR’s to the Program Level CCB for disposition. The Integration Project will also provide impact assessments in changes that potentially affect the Agency Information Technology (IT) Architecture.

4.8 Integration Project Steering Committee  

The Integration Project Steering Committee is chaired by the NASA Center Information Officer and includes the IFM Program Director, NASA IT Chief Architect, Principle Center for Information Technology leads, Integrated Systems Engineer Program Representative, and an at-large Center Chief Information Officer. On an as-needed basis, the Integration Project Steering Committee may assist the Integration Project in evaluation and analysis of change requests for baselined configuration items to ensure that changes are compliant with the Agency IT Architecture.

4.9 Program Level CCB

The Program Level CCB exists to manage the configuration of any program level documentation and scope identification. In addition, this CCB will evaluate and disposition Change Requests that have been identified as cross-functional integration issues by the Integration Project. The Program Director is the chairperson of the Program Level CCB. The IFMP Steering Council will concur on disposition of selected Change Requests.

Each Module Project CCB manages the configuration items specific and within the constraints of its CCB. 

Figure 4.9.1 identifies the IFMP Multi-Level CCB Structure. 
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Figure 4.9.1 IFMP Multi-Level CCB Structure



5. Configuration management process

CM applied over the life cycle of a product provides visibility and control of its functional performance and physical attributes.  The primary objective of CM is to ensure that the IFMP products perform as intended and that its physical configuration is adequately identified, documented, and changes to them strictly controlled.  Figure 5.1 provides a sample CM data model. 
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5.1 Configuration Identification

Configuration identification is the process of defining and documenting the technical description of the system, or any of its discrete portions, throughout its life cycle.  The IFM Program implementation approach, COTS software, requires identifying, documenting, and verifying the functional and physical characteristics of each Module Project solution and its Configuration Item’s (CIs). The term CI encompasses documentation, hardware and software.  Software-only CIs are termed Computer Software Configuration Items (CSCI).  Hardware only CIs are termed HWCI (Hardware Configuration Items).

CIs are the basic units of configuration management that are identified and controlled.  CI selection separates system components into identifiable subsets for the purpose of managing further development.

Configuration identification is the basis from which the configuration of products are defined and verified, products and documents are labeled, changes are managed, and accountability is maintained. The Configuration Management Plan will specifically define the required CIs that will be under configuration management. The following is a list of possible CI types and components:

· Documentation is a generic term used to refer collectively to models, work products, plans, reports, and specifications that describe the business system. IFMP documents will consist of Program and Project level.

The IFM Document Management Framework provides guidelines for defining, developing, and maintaining project documentation. At a minimum, the following documents will be under configuration management control;

· Scope Document

· Business Case

· Program/Project Plans

· Program Commitment  Agreement

· Business Architecture

· Technical Architecture

· Requirements 

· Configuration Definition

· Framework Documents

· Operations Plan

· Design Specifications

· User Documentation (Procedures, Policies, and Position Profiles)

· Contract Deliverables (TBD)

Computer Software Configuration Items will include the components of both developed and commercial software, and may include executable object code, tables, process schedulers, COTS databases, etc.    

Hardware Configuration Items are items of hardware that is part of the overall system architecture and designated for configuration management. These items may include servers, workstations, web servers, etc.
5.2 Baseline Management

Baseline management defines the basis for the Program life cycle activity and allows reference to, control of, and traceability between configuration items.  Baseline identification is a description of the attributes of a product at a point in time and provides a known configuration to which changes can be addressed.

The Configuration Management Plan will identify the major configuration baselines of the module projects.  Each of these major configuration baselines occurs when the configuration item is deemed to be complete and correct for the current phase of the Project. When each baseline occurs, the configuration item is formally protected from unwarranted and uncontrolled change from that point forward in its life cycle. More detailed baselines will be established when the attributes of the sub-divisions stabilize, or when control of a greater level of design detail becomes necessary. Formal baselines will be used to ensure the orderly transition of the IFM Program from one major commitment point to the next. 

5.3 Configuration Management Process

The CCB will implement configuration control functions that ensure regulation of the flow of proposed changes, documentation of the complete impact of the proposed changes, and release of approved configuration changes only into baselined configuration items and related configuration documentation.  The stability and integrity of the IFM program will be protected by the mandatory requirement that no change to the baseline be implemented unless the appropriate change control process has been applied. A detailed discussion of the IFM CM process and procedures can be found in Section XXX of the CM Plan.

5.4 Configuration Management Tool

The selected software solution to be used for configuration management is Rational ClearCase(.  The configuration management tool will be available from the onset of the project. ClearCase( is a version control and configuration management system, designed for development teams. It manages multiple variants of evolving software systems, tracks which versions were used in software builds, performs builds of individual programs or entire releases according to user-defined version specifications, and enforces site-specific development policies. The mechanism for modifying configurable items will be a change request. 

5.5 Change Request Management Tool

The selected software solution to be used to manage defects and change request for Configuration Items is Rational ClearQuest(. The change request management tool will be available from the onset of the project. ClearQuest( provides for management of every type of change request activity associated with software development, including enhancement request, defect reports, and documentation modifications.

APPENDIX A–LIST OF ACRONYMS

CCB
Configuration Control Board

CI
Configuration Items

CSCI
Computer Software Configuration Item

CM
Configuration Management

CMP
Configuration Management Plan

COTS
Commercial off the Shelf


HWCI
Hardware Configuration Item

IFM
Integrated Financial Management

IFMP
Integrated Financial Management Program

� EMBED PBrush  ���





� EMBED Visio.Drawing.5  ���





� EMBED Word.Picture.8  ���











[image: image4.png]PROGRAM



[image: image5.wmf]Program Level

CCB

Module Project

CCB

Integration Project
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